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SUMMARY

This document provides a brief description of the content of the Cross-Domain Management Information Base (XMIB) currently planned to be specified in the Subvolume 6.

The IDG is invited to review the ICS information part of the proposed XMIB.
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Introduction

This document provides a brief description of the content of the Cross-Domain Management Information Base (XMIB) currently planned to be specified in the Subvolume 6.

The IDG is invited to review the ICS information part of the proposed XMIB.

1 References

REF1
WG1/SG3/WP???? (Honolulu) - Fault Management Requirements Analysis – T. Whyman

REF2
WG1/SG3/WP???? - Performance Management Requirements Analysis – T. Whyman

REF3
WG1/SG3/WP???? (Bordeaux) – ATN Summary MIB and ATN ICS Summary Management Information – S. Tamalet

2 Containment tree of the XMIB

The top level structure of the XMIB containment tree is represented on Figure 1
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Figure 1: Top level structure of the XMIB containment tree

.

In the figure, the shadowed boxes represent Managed Object Classes that can have multiple instances.

The Domain MO serves as the starting point of the naming. The Domain MO is a placeholder for general information on the ATN organization providing the CDSM services. Within an XMIB there is only one single MO instance of this class.

The atnInternetServices, atnApplicationServices and atnMHSServices MO classes are used as containers of all MOs representing the systems management information on, respectively, the local ATN Internet Services, the local ATN Application Services and the local AMHS services. For instance, MOs representing the local ATN routers can be defined as subordinate MOs of the atnInternetServices MO; MOs representing the local AMHS Message Transfer Agent (MTA) can be defined as subordinate MOs of the atnMHSServices.

The log MOs are repositories for log records. Each log MO contains a discriminator that specifies which information is to be logged.

The EFD (or Event Forwarding Discriminator) MOs allow specification of conditions to be satisfied by potential event reports related to managed objects before the event report is forwarded to a particular destination (for instance, to a particular XMIB User).

3 ATN Internet services MOs

3.1 General

The ATN Internet Services MOs have been defined to satisfy the Cross-Domain Systems Management requirements that have been identified in [REF 1], [REF 2] and [REF 3]. The requirements are: 

[REQ1]
The cross-domain MIB shall support the capability to query the current operational status of the ATN systems (ES or IS) operated by other organisations, that directly provide an ATN ICS or application service to the local organisation (i.e. the failure of which would inevitably affect the provided service).

[REQ2]
The cross-domain MIB shall support the capability to allow a Manager to be warned (via a notification) as soon as an error occurs in an adjacent domain that affects the ATN service provision.

[REQ3]
Management Information available between ATN Management Domains shall include:


a) Subnetwork send, receive and error counts in Boundary Routers;


b) Routing Information Base /Forwarding Information Base (RIB/FIB) information in Boundary Routers.

[REQ4]
The following Notifications shall be capable of being sent between ATN Management Domains, subject to discriminator settings:


a) CLNP ECHO Request Received Notification issued by the ATN ES or IS which was the target for the ERQ NPDU;


b) CLNP Error Report Received Notification issued by the ATN ES or IS which was the target for the Error NPDU.


c) CLNP ECHO Response Received Notification issued by the ATN ES or IS which was the target for the ERP NPDU.

[REQ5]
ATN systems shall support the generation of a CLNP ECHO request as the result of a Systems Management action available between ATN Management Domains.

Note.—  Analysis of Performance Management requirements has identified a potential requirement for the exchange of performance statistics between ISPs, on the overall service provided to ATN end users.  However, the analysis assumed that this will be co-ordinated through industry forums.  This is therefore perceived as an off-line requirement that will be satisfied by the exchange of periodic (e.g. monthly) reports on ISPs network performance.  Hence, this requirement is assumed to have no consequence for the XMIB specification.

3.2 Containment tree for ICS related Mos in the XMIB
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The following figure represents the containment sub-tree of ATN ICS related Managed Object. This sub-tree is anchored just below the top level XMIB MO (i.e. the Domain MO). 

3.3 Descriptions of the ICS related MOs in the XMIB

3.3.1 The atnInternetService MOC

The atnInternetService MO is used as containers of all MOs representing the systems management information on the local ATN Internet Services. 

The atnInternetService MO comprises general attributes providing contact information (mail/e-mail/phone/fax address and name of the ATN ICS Services contact person)

3.3.2 The atnBIS MO

The atnBIS MO represents one instance of a Boundary Intermediate System of the local organization that is made externally visible, for Cross-Domain Systems Management purposes to other organizations.

It comprises the following items:

Attributes

1. Operational status of the router

2. Administrative Status of the router

3. Router class

4. Local Routing Domain Identifier

5. Network Entity Title

Notifications

1. Change of the operational status of the router

2. Change of the administrative status of the router

3. Receipt of an Echo Request NPDU that has reached its final destination (the ERQ PDU is conveyed as parameter of the notification)

4. Receipt of an Echo Response NPDU that has reached its final destination (the ERP PDU is conveyed as parameter of the notification)

5. Receipt of an Error Report NPDU that has reached its final destination (the ERROR PDU is conveyed as parameter of the notification)

Actions

1. RequestEcho: This action allows requesting the issuing of an Echo Request from the system associated with the atnBIS MO and toward another designated ATN System. The parameters of the request are:

- the source NET or NSAP address of the ATN system from which an ECHO request PDU has be issued

- the destination NET or NSAP address of the ECHO request PDU 

- the security parameter value of the ECHO request PDU to be issued (optional)

- the priority parameter value of the ECHO request PDU to be issued (optional)

- the QoS Maintenance parameter value of the ECHO request PDU to be issued (optional)

- an indication on whether the route recording option has to be included in the ECHO request PDU (optional)

- the user data to be inserted in the user data field of the ECHO request PDU (optional)

If successful, the action reply conveys an indication of the time at which the Echo Request has effectively been issued

2. FibDump: This action allows the creation of a new snapshot of the content of the Forwarding Information Base of the BIS, under the form of a fIB MO and its subordinate reachableAddress MOs created as a result of the action under the atnBIS MO. If a new fIB MO is created with its subordinate reachableAddress Mos, or if a recent enough (according to considerations that are local to the XMIB provider) fIB MO already existed, the fibDump action completes successfully. Otherwise the fibDump action returns an error. 

If successful, the action reply conveys the following information: 

· the time at which the dump has effectively been produced by the ATN system.

· the unique identifier of the dump.

3. RibDump: This action allows the creation of a new snapshot of the content of the the IDRP Routing Information Bases of the BIS, under the form of locRIB, idrpRIBin, and idrpRIBout MOs and their subordinate idrpRoute MOs created under the atnBIS and atnAdjacentGroundBIS MOs as a result of the action. If a new set of locRIB, idrpRIBin, and idrpRIBout Mos with their subordinate idrpRoute Mos is created, or if a recent enough (according to considerations that are local to the XMIB provider) such set already existed, the ribDump action completes successfully. Otherwise the ribDump action returns an error. 

If successful, the action reply conveys the following information: 

· the time at which the dump has effectively been produced by the ATN system.

· the unique identifier of the dump.

3.3.3 The atnES MO

The atnES MO represents one instance of an End System of the local organization that is made externally visible, for Cross-Domain Systems Management purposes to other organizations.

It comprises the following items:

Attributes

1. Operational status of the ES

2. Administrative Status of the ES

3. Network Entity Title

4. List of NSAPs configured on the system

Notifications

1. Change of the operational status of the router

2. Change of the administrative status of the router

3. Receipt of an Echo Request NPDU that has reached its final destination (the ERQ PDU is conveyed as parameter of the notification)

4. Receipt of an Echo Response NPDU that has reached its final destination (the ERP PDU is conveyed as parameter of the notification)

5. Receipt of an Error Report NPDU that has reached its final destination (the ERROR PDU is conveyed as parameter of the notification)

Actions

1. RequestEcho: same action as for the one described for the atnBIS MO

3.3.4 The atnAdjacentGroundBIS MO

The atnAdjacentGroundBIS MO represents a BIS-to-BIS IDRP connection between the local BIS represented by the superior atnBIS MOs and an adjacent  ground or air/ground BIS.

It comprises the following items:

Attributes

1. Network Entity Title (NET) of the Adjacent Ground BIS

2. Routing Domain Identifier (RDI) of the Adjacent Ground BIS

3. Status of the BIS-BIS IDRP connection established between the local BIS and the Adjacent Ground BIS

Notifications

1. Change of the status of the BIS-BIS connection

3.3.5 The fIB MO

The fIB MO is the container MO of all reachableAddress MOs created as a result of a fibDump action on a bIS MO.

It comprises the following items:

Attributes

1. The time at which the dump was produced

2. A unique identifier of the dump that allows distinguishing the FIB dump from any previously generated FIB dump

3.3.6 The reachableAddress MO

The reachableAddress MO represents one entry in the Forwarding Information Base of a BIS.

It comprises the following items:

Attributes

1. The common prefix of all reachable NSAP addresses associated with this entry of the FIB 

2. The security information associated with the route

3. A flag indicating whether NPDUs sent over this route are requested to be encapsulated or not (for intra-domain tunnelling purpose)

4. The NET of the Intermediate System to which encapsulated NPDUs are delivered (if encapsulation is required). 

5. The identifier of the subnetwork over which NPDUs following this route are going to be forwarded

6. The SNPA address of the Next (hop) System to which the NPDUs following this route are forwarded

3.3.7 The locRIB, adjRIBin, and adjRIBout MOs

The locRIB, adjRIBin and adjRIBout MOs are the container MOs of all idrpRoute MOs created as a result of a ribDump action on a bIS MO.

They comprise the following items:

Attributes

1. The time at which the dump was produced

2. A unique identifier of the dump that allows distinguishing the FIB dump from any previously generated FIB dump

3. The distinct combination of IDRP Distinguishing attributes representing the RIB-Att (RIB attribute)  of the RIB.

3.3.8 The idrpRoute MO

The idrpRoute MO represents one entry in an adjRIBin, adjRIBout or locRIB of a BIS.

It comprises the following items:

Attributes

1. The route identifier (as defined by ISO/IEC 10747). It is a binary number that uniquely identifies the route and is conveyed in the ROUTE_SEPARATOR attributes of IDRP UPDATE BISPDUs

2. The Network Layer Reachability Information. It is the list of the destinations that are reachable by following the route

3. The list of RDIs, for Routing Domains or for confederations in the order that the route passes through them from the reachable domains to the domain of the ATN BIS. It corresponds to the information conveyed in the RD_PATH attribute of the route within IDRP UPDATE BISPDUs

4. The upper bound on the number of routing domains through which this route goes. It corresponds to the information conveyed in the RD_HOP_COUNT attribute of the route within IDRP UPDATE BISPDUs

5. The relative capacity of the route for handling traffic. It corresponds to the information conveyed in the CAPACITY attribute of the route within IDRP UPDATE BISPDUs.

6. The Network Entity Title of the BIS from which this route was received.

7. A boolean that indicates whether the IDRP UPDATE BISPDU that corresponds to this route comprises an IDRP EXT_INFO attribute.

8. The value of the NEXT_HOP attribute conveyed in the IDRP BISPDU associated with this route. (conditional)

9. The value of the DIST_LIST_INCL attribute conveyed in the IDRP BISPDU associated with this route. (conditional)

10. The value of the DIST_LIST_EXCL attribute conveyed in the IDRP BISPDU associated with this route. (conditional)

11. The value of the MULTI_EXIT_DISC attribute conveyed in the IDRP BISPDU associated with this route. (conditional)

12. The value of the SECURITY attribute conveyed in the IDRP BISPDU associated with this route. (conditional)

3.3.9 The atnLinkage MO

The atnLinkage MO represents the attachment of the BIS to one subnetwork 

It comprises the following items:

Attributes

1. The SNPA address of the BIS on that linkage

2. The number of octets received by the BIS on that linkage

3. The number of octets sent by the BIS on that linkage

4. The number of PDUs received by the BIS on that linkage

5. The number of PDUs sent by the BIS on that linkage
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