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Proposed Solutions for PDR 99010001 and PDR 99010005

This Flimsy presents draft SARPs text intended to resolve the issues raised in PDRs 99010001 and 99010005 in line with the agreements of WG 2 reached during the discussion of WP 513.

The associated problem description is contained in Attachment A and B of WP 513.

1) Proposed Solution for PDR 99010001 Overspecification of SNSDU Requirement




5.6.3
ATN Specific Requirements for ISO/IEC 8473

Note . — This section defines ATN specific requirements on the ISO/IEC 8473 Protocol.

5.6.3.1

Segmentation Function

5.6.3.1.1

ATN Intermediate Systems (ISs) shall support both the segmenting and the non-segmenting subsets of ISO/IEC 8473.  

5.6.3.1.2

ATN End Systems shall support the ISO/IEC 8473 segmenting subset.


Note. – Use of the non-segmenting subset of ISO/IEC 8473 for NPDUs whose packet size exceeds the maximum SNSDU size supported by an underlying subnetwork will result in the packet being discarded. Use of the non-segmenting ISO/IEC 8473 subset is most appropriate for situations where the SNSDU size of the subnetwork(s) used for NPDU transfer is well understood. 
5.6.3.2

Security Function

Note . — The ATN Specific use of the ISO/IEC 8473 Security Function is specified in 5.6.2.2.

5.6.3.3

Echo Request Function

5.6.3.3.1

Recommendation. —— ATN End System and Intermediate System Network Entities (NEs) should support the ECHO REQUEST Function as invoked by Network Layer management.
Note.— The Echo Request Function is invoked to obtain information on the reachability of specific network entities and the path characteristics between NEs through the operation of Network Layer routing functions.

5.6.4
APRLs

5.6.4.1
General

5.6.4.2
An implementation of the ISO/IEC 8473 Protocol shall be used in an ATN System if and only if its PICS is in compliance with the APRL provided in these SARPs.

Note.—The CLNP requirements list is a statement of which capabilities and options of the protocol at minimum are required to be implemented for the ATN environment. The requirements list may be used by the protocol implementor as a check list to conform to this standard; by the supplier and procurer to provide a detailed indication of the capabilities of an implementation; by the user to check the possibility of interworking between two different implementations; and by the protocol tester, as the basis for selecting appropriate tests against which to assess the claim for conformance to the protocol.

5.6.4.2

Support of ATN-Specific Network Layer features

Index
Item
ATN SARPs Reference
ATN  Support

ATN CLNP1
Encoding and use of the Security Parameter
5.6.2.2
M

ATN CLNP2
Management of Network Priority
5.6.2.3, 5.2.8.4
M






ATN CLNP4
Echo Request Function
5.6.3.3
O

ATN CLNP5
Congestion Management
5.6.2.4
M

2) Proposed Solution for PDR 99010005 Loss of IDRP Connection
Add the following additional paragraphs in section 5.3:

5.3.5.2.15             Re-establishment of BIS-BIS connection
5.3.5.2.15.1
The IS-SME shall attempt to re-establish a BIS-BIS connection using the procedures in 5.3.5.2.10 irrespective of which side first initiated the adjacency when:

a) a previously established BIS-BIS connection with the same remote ATN router is terminated for reasons other than the receipt of a Leave Event by the IS-SME, or

b) a previous attempt to establish a BIS-BIS connection failed,

and at least one subnetwork connection between the local and remote ATN Router exists.

Note 1. – This procedure guarantees that whenever a subnetwork connectivity is available between an ATN Airborne and ATN Air/Ground Router routes are made available via IDRP and NPDUs can be exchanged via the air/ground adjacency.
Note 2. – This procedure will cause an OPEN BISPDU to be sent irrespective of which side was the initiator of the initial BIS-BIS connection in order to force the resynchronisation of the local and remote IDRP protocol machines which may be out of sync as a result of the failure causing the termination of a BIS-BIS connection.
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