SESSION LAYER REQUIREMENTS

Note. —  The session layer requirements are described in many cases by means of completed protocol implementation conformance statement (PICS) proforma tables.  In such tables, the “Ref.” column contains a reference to the relevant section in the session layer PICS proforma, ISO/IEC 8327-2.

Protocol versions implemented

Session protocol versions shall([120])  be supported as specified in Table 4.4-1.



Table 4.4-1. Session Protocol Versions Supported

Ref.�Version�ISO Status�ATN Support��S.A.3/1�Version 1�O.1�-��S.A.3/2�Version 2�O.1�M��O.1:  the ISO PICS requires that the implementation of one, and only one, version of the protocol is described.

Session Functional units

Session functional units (S-FUs) shall([121])  be selected as specified in Table 4.4-2.



Table 4.4-2. Selection of Session functional units

Ref.�Functional unit�ISO Status�ATN Support��S.A.6.1/1�Kernel�M�M��S.A.6.1/2�Negotiated release�O�X��S.A.6.1/3�Half Duplex (HD)�O.2�X��S.A.6.1/4�Duplex�O.2�M��S.A.6.1/5�Expedited Data (EX)�O�X��S.A.6.1/6�Typed Data�O�X��S.A.6.1/7�Capability Data Exchange�C1�X��S.A.6.1/8�Minor Synchronize (SY)�O�X��S.A.6.1/9�Symmetric Synchronize (SS)�O�X��S.A.6.1/10�Data Separation�C2�X��S.A.6.1/11�Major Synchronize�O�X��S.A.6.1/12�Resynchronise�O�X��S.A.6.1/13�Exceptions�C3�X��S.A.6.1/14�Activity Management (ACT)�O�X��See note�No-orderly release (NOR)�O�M��See note�Special User-data�O�X��Note. —  Functional units added by efficiency enhancement ISO/IEC 8327-1 Amendment 2.

O.2:	The ISO standard requires at least one of the functional units Duplex and Half Duplex to be implemented.

C1:	if [S-FU(ACT)] then O else N/A

C2:	if [S-FU(SY) or S-FU(SS)] then O else N/A

C3:	if [S-FU(HD)] then O else N/A

Protocol mechanisms

Session protocol mechanisms shall([122])  be supported as specified in Table 4.4-3.

Table 4.4-3. Session Protocol Mechanisms Supported

Ref.�Mechanism�ISO Status�ATN Support�Associated mnemonic��S.A.6.2/1�Use of transport expedited data (Extended control Quality of Service)�C4�X�S-EXP_T��S.A.6.2/2�Reuse of transport connection�O�O�S-REUSE_T��S.A.6.2/3�Basic concatenation�M�MN/A (Note 2)���S.A.6.2/4�Extended concatenation (sending)�O�X���S.A.6.2/5�Extended concatenation (receiving)�O�X�S-XCONC_RCV��S.A.6.2/6�Segmenting (sending)�O�X�S-SEG_SDR��S.A.6.2/7�Segmenting (receiving)�O�X�S-SEG_RCV��S.A.6.2/8�Max. size of SS-user-data (S-CONNECT) > 512�O�O�S-MAXSIZE_512��S.A.6.2/9�Max. size of SS-user-data (S-CONNECT) > 10240�O�O�S-MAXSIZE_10240��S.A.6.2/10�Max. size of SS-user-data (S-ABORT) >9�O�X�S-MAXSIZE_9��See note 1�Null-encoding protocol option�-�M���See note 1�Short-connect  protocol option�-�M���See note 1�Short-encoding  protocol option�-�X���Note 1. —  Protocol options added by efficiency enhancement ISO/IEC 8327-1 Amendment 2.

Note 2.— Only Category 1 SPDUs are used for this ATN profile.  By definition, these are never concatenated.  Therefore, Basic concatenation is not applicable to this specification, but is supported to the extent necessary for compliance with the ISO PICS.

C4:	if [S-FU(EX)] then M else O

The session protocol shall([123])  implement the efficiency enhancements in ISO/IEC 8327-1 Amendment 2 as specified, together with all approved amendments and defect report resolutions.

If the null encoding protocol option is offered by the initiating Session Protocol Machine (SPM), the responding SPM shall([124])  select only the kernel, full-duplex and no-orderly release functional units for use on this connection.

Session Protocol Data Units (SPDUs) associated with the Short-connect protocol option (i.e. Short Connect (SCN), Short Accept (SAC), Short Accept Continue (SACC), Short Refuse (SRF) and Short Refuse Continue (SRFC)) shall([125])  be transferred as User-data on the Transport layer T-CONNECT primitives, where possible.  

Note. — this is only possible if the complete SPDUs, including any User-data, meet any size restrictions of the T-CONNECT User-data.

Supported Roles

Session Connection

The roles for Session Connection shall([126])  be supported as specified in Table 4.4-4.

Table 4.4-4. Session Connection Roles Supported

Ref.�Role�ISO Status�ATN Support�Mnemonic��S.A.7.1.1.1/1�Connection initiator�O.3�M�S-CON_initiator��S.A.7.1.1.1/2�Connection responder�O.3�M�S-CON_responder��O.3:  the ISO standard requires a conforming implementation to support at least one of these roles as required by the implementation.

Orderly release

The roles for Session Orderly Release shall([127])  be supported as specified in Table 4.4-5.

Table 4.4-5. Session Orderly Release Roles Supported

Ref.�Role�ISO Status�ATN Support�Mnemonic��S.A.7.1.1.2/1�Requestor�O.4�N/A (See note)�S-REL_requestor��S.A.7.1.1.2/2�Acceptor�O.4�N/A (See note)�S-REL_acceptor��O.4:  the ISO standard requires a conforming implementation to support at least one of these roles as part of the Kernel functional unit.  However, selection of the No Orderly Release functional unit removes this requirement.

Note. —  Not applicable, as the No Orderly Release functional unit is selected.  For ATN applications, orderly release is provided by the CF as described in 4.3.

Normal Data Transfer

The roles for Session Normal Data Transfer shall([128])  be supported as specified in Table 4.4-6.

Table 4.4-6. Session Normal Data Transfer Roles Supported

Ref.�Role�ISO Status�ATN Support�Mnemonic��S.A.7.1.1.3/1�Requestor�O.5�M�S-DATA_requestor��S.A.7.1.1.3/2�Acceptor�O.5�M�S-DATA_acceptor��O.5:  the ISO standard requires a conforming implementation to support at least one of these roles.

Supported SPDUs

Note.— This section specifies the SPDUs associated with the supported Session functional units.  There are no additional SPDUs associated with the Duplex functional unit, or with the No Orderly Release functional unit.

Support for the SPDUs associated with the Kernel functional unit

Support for SPDUs shall([129])  be as specified in Table 4.4-7.

Table 4.4-7. Supported Session Protocol Data Units

��Sender�Receiver���Ref.�SPDU�ISO Status�ATN Support�ISO Status�ATN Support�Mnemonics��S.A.7.1.2/1�Connect (CN)�C5�N/A (Note 4)�C6�N/A (Note 4)���S.A.7.1.2/2�Overflow Accept (OA)�C7�N/A (Note 4)�C8�N/A (Note 4)�S-OA_SDR / S-OA_RCV��S.A.7.1.2/3�Connect Data Overflow (CDO)�C9�N/A (Note 4)�C10�N/A (Note 4)�S-CDO_SDR / �S-CDO_RCV��S.A.7.1.2/4�Accept (AC)�C6�N/A (Note 4)�C5�N/A (Note 4)���S.A.7.1.2/5�Refuse (RF)�C6�N/A (Note 4)�C5�N/A (Note 4)���S.A.7.1.2/6�Finish (FN)�C11�N/A (Note 2)�C12�N/A (Note 2)���S.A.7.1.2/7�Disconnect (DN)�C12�N/A (Note 2)�C11�N/A (Note 2)���S.A.7.1.2/8�Abort�M�N/A (Note 3)�M�N/A (Note 3)���S.A.7.1.2/9�Abort Accept (AA)�O�N/A (Note 3)�M�N/A (Note 3)���S.A.7.1.2/10�Data Transfer (DT)�C13�N/A (Note 3)�C14�N/A (Note 3)���S.A.7.1.2/11�Prepare (PR)�C15�X�C15�X�S-PR_SDR / S-PR_RCV��See note 1�Short Connect (SCN)�C17�M�C17�M���See note 1�Short Accept (SAC)�C17�M�C17�M���See note 1�Short Refuse (SRF)�C17�M�C17�M���See note 1�Null (NL)�C18�M�C18�M���See note 1�Short Connect Continue (SCNC)�C16�N/A�C16�N/A���See note 1�Short Accept Continue (SACC)�C17�M�C17�M���See note 1�Short Refuse Continue (SRFC)�C17�M�C17�M���See note 1�Short Finish (SFN)�C16�N/A�C16�N/A���See note 1�Short Disconnect (SDN)�C16�N/A�C16�N/A���See note 1�Short Data Transfer (SDT)�C16�N/A�C16�N/A���See note 1�Short Abort (SAB)�C16�N/A�C16�N/A���Note 1. —  PDUs defined in efficiency enhancement ISO/IEC 8327-1 Amendment 2.

Note 2. —  Not applicable, as the no-orderly-release functional unit is selected.

Note 3. —  Not applicable, as the null-encoding protocol option is selected.

Note 4. —  Not applicable, as the short-connect protocol option is selected.

C5: if [S-CON_initiator] then M else N/A

C6: if [S-CON_responder] then M else N/A

C7: if [S-V1 or (NOT S-CON_responder) ] then N/A  else if [S-MAXSIZE_10240] then M else O

C8: if [NOT S-V1 and S-CON_responder and S-MAXSIZE_10240] then M else N/A

C9: if [S-V1 or (NOT S-CON_initiator) ] then N/A  else if [S-MAXSIZE_10240] then M else O

C10: if [NOT S-V1 and S-CON_initiator and S-MAXSIZE_10240] then M else N/A

C11: if [S-REL_requestor] then M else N/A

C12: if [S-REL_acceptor] then M else N/A

C13: if [S-DATA_requestor] then M else N/A

C14: if [S-DATA_acceptor] then M else N/A

C15: if [NOT S-V1 and S-MAXSIZE_9 and S-EXP_T] then M else N/A

C16: used only if the short-encoding protocol option is selected.

C17: used if short-encoding or null-encoding is used.

C18: used only if the null-encoding protocol option is supported.

SCN, SAC, SRF, SACC and SRFC SPDUs shall([188])   be encoded such that the parameter bit of the SI&P octet is set to the value 0, indicating that all following octets are User-information (i.e. no SPDU parameters are present). 

Note. — This is a requirement of the null-encoding protocol option.

Support for the SPDUs associated with Token Exchange

Support for Session protocol data units associated with Token exchange shall([130])  be as specified in Table 4.4-8.

Table 4.4-8. SPDUs associated with Token Exchange

��Sender�Receiver��Ref.�SPDU�ISO Status�ATN Support�ISO Status�ATN Support��S.A.7.1.3/1�Give Tokens (GT)�M�- (See note 2)�M�- (See note 2)��S.A.7.1.3/2�Please Tokens (PT)�M�- (See note 2)�M�- (See note 2)��Note 1. —  The ISO PICS states that these two SPDUs are used for Token Exchange, but they are also used as category 0 SPDUs in basic concatenation.  Therefore, their implementation is mandatory even if no token is supported (reference ISO/IEC 8327-1 clauses 7.16 and 7.17).  However, if the null-encoding protocol option is selected, their encoding will be null, i.e.  not present.

Note 2. —  Not applicable, as the null-encoding protocol option is selected.

Support for the SPDUs associated with the Duplex functional unit

There are no additional SPDUs associated with the Duplex functional unit (this clause is present for completeness).

Support for the SPDUs associated with the No Orderly Release functional unit

There are no additional SPDUs associated with the No Orderly Release functional unit (this clause is present for completeness).

Use of null-encoding and short-connect protocol options

The null-encoding and short-connect session protocol options shall([189])  be selected for use, with the requirements as specified in Table 4.4-9.



Table 4.4-9. Use of the null encoding and short-connect Session protocol options

Ref.�Requirement�Base Status�ATN Requirement��a�The calling and called session selectors are null�C1�M��b�The sessionpresentation-requirements parameter in the S-CONNECT service includes the kernel, full-duplex and no-orderly-release functional units only.�C1�M��C1:  The SPMs may use the short-connect protocol option to establish a session connection using the null-encoding option.  The null-encoding protocol option is available for use on an established connection only if the conditions a and b in Table 4.4-9 are both true.

Mapping to the ATN Internet Transport Service

The use of the connection-oriented transport service provided by the ATN Internet shall([131])  be as specified in Clause 6 of ISO/IEC 8327-1, except as stated in this section.

The called and calling Transport Service Access Point (TSAP) address shall([132])  be provided to the TS-Provider on a per Transport Connection basis, using the called and calling Presentation Service Access Point (PSAP) addresses as provided to ACSE in the A-ASSOCIATE request, with null presentation and session selectors.

The TS-user shall([133])  indicate in all T-CONNECT requests that the transport expedited flow is not required.

Information on the use or non-use of the transport checksum The required residual error rate shall([134])  be conveyed between the TS-User and provided to the TS-Provider via on a per Transport Connection basis, using the “residual error rate” component of the T-CONNECT quality of service parameters.  

Note 1. —5.5.1.2 requires that the TS-user specifies the required residual error rate to determine whether or not the transport checksum is required.  In the ATN, the Quality of Service provided to applications is maintained using capacity planning techniques that are outside of the scope of this specification.  Network administrators are responsible for designing and implementing a network that will meet the QOS requirements of the CNS/ATM applications that use it.

Note 2.— If the TS-User requests the use of checksum (RER = “low”) in the request primitive, the peer can only accept the use of checksum for this Transport Connection.  If the TS-User proposes non-use of checksum (RER = “high”) in the request primitive, the peer can either accept the non-use of checksum or force the use of checksum for this Transport Connection.

The use or non-use of the transport checksum shall([135])   be negotiated by the TS-Provider on a per Transport Connection basis, based on TS-User requests in the T-CONNECT request and response primitives, as follows:  

If the required residual error rate in the T-CONNECT request hasis set to the abstract value “low”zero, then the TS-provider shall([135])  uses best endeavours to obtain the lowest available residual error rate, including the use of the transport checksum in all Transport Protocol Data Units (TPDUs).  The residual error rate in the T-CONNECT indication is set to the abstract value “low”, and the responder can only accept this value in the T-CONNECT response. 

If the required residual error rate in the T-CONNECT request hasis set to the abstract value “high”1, then the TS-provider shall([136])  selectproposes non-use of the transport checksum.  The residual error rate in the T-CONNECT indication is set to the abstract value “high”, and the responder can either accept this value, or request “low” in the T-CONNECT response.  In the former case, transport checksum is not used, and in the latter case the TS-provider uses the transport checksum for all TPDUs.

[Requirement deleted]

The Application Service Priority shall([137])  be provided to the TS-Provider on a per Transport Connection basis, via the TC priority quality of service parameter, using the values for Transport Layer Priority specified in Table 1.2-2.

Note. —  Although transport priority and network priority are semantically independent of each other, it is required (in 5.5.1.2), that the TS-user specifies the Application Service Priority, which in turn is mapped into the resulting CLNP PDUs according to Table 1.2-2, which defines the fixed relationship between transport priority and the network priority.

The ATN Security Label shall([138])  be provided to the TS-Provider on a per Transport Connection basis.  

The required ATN Security Label shall([139])  be conveyed by local means, using the encoding specified in 5.6.2.2.21. 

The QOS parameter “Routing Class” shall([140])  be conveyed as the Security Tag field of the security tag set for Traffic Type and Associated Routing Policies within the ATN Security Label.

Note 1. —5.2.7.3.1 states: “The mechanism by which the [transport] connection initiator providesdetermines the appropriate ATN Security Label is a local matter.  For example, it may be identified by an extension to the transport service interface, be implicit in the choice of a given TSAP, or be identified using a Systems Management function.”

Note 2. —5.5.1.2 states that the TS-User provides the complete ATN Security Label, although only security tag value is of relevance.  The encoding of the ATN Security Label is summarised below.  It consists of all fields under the heading “Security Label” (i.e.   12 octets).  The QOS parameter “Routing Class” maps to the field labelled “Security Tag”.

Security Parameter encoding�Value�Length (Octets)��Parameter Code�1101 0101�1��Parameter Length�0000 1101�1��Parameter Value:����	Security Format�1100 0000�1��	Security Label:����		Security Registration ID Length	�0000 0110�1��		Security Registration ID:����			OID, Length, [1.3.27.0.0]�06, 04,43,27,00,00�6��		Security Information Length�0000 0100�1��		Security Information:����			Tag Set Name Length�0000 0011�1��			Tag Set Name:����				Traffic Type & Associated����				Routing Policies�0000 1111�1��			Tag Set Length	�0000 0001�1��			Security Tag:����				Traffic Type & category ����				(from Table 5.6-1)�0000 0011�1���Total:�15 Octets��

No Transport Service quality of service parameters other than those specified in the preceding subsections shall([141])  be specified when establishing a transport connection.
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