APPLICATION ENTITY (AE) DESCRIPTION 

Introduction

The ATN-App AE shall([20])  exhibit external behaviour as if implemented according to the model shown in Figure 4.3�1, with the protocols defined in ACSE and the ATN-App ASE specifications.  

Note 1.—  As indicated in  4.1, the AE is described in terms of the Service which it displays to the Application-user, and in terms of the Control Function (CF) which meditates the interactions of the components of the AE.

Note 2. —  Figure 4.3-1 also indicates which paragraph describes the behaviour of the CF in response to events at various service boundaries.
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�Note 3. —  The “Future ASE” component in Figure 4.3-1 indicates how additional functionality can be added in future versions of the ATN Upper Layer Architectures.  ACSE provides the basic mechanisms for establishing and releasing an application association.  The service provided by the ATN-App AE represents an abstract description of the Application Programming Interface (API) seen by the Application user.  The CF of the ATN-App AE specifies how the interactions at the ATN-App AE Service boundary invoke the appropriate service primitives of the constituent ASEs, which in turn generate the actual protocol.  The CF also specifies how the constituent ASEs interact with the supporting communications service.

Note 4. —  A CF specification is not a service definition of the ATN-App AE or its components.  It only defines the actions of the CF as a result of service invocations visible to the CF.  Thus, the specification is organised around specifying the response of the CF to these inputs.   4.3.3.2 specifies the actions that result from the inputs of the Application-user.   4.3.3.4 and  4.3.3.5 specify the actions that result from the service invocations of the ACSE component ASE.   4.3.3.3 specifies the actions that result from the service invocations of the ATN-App ASE component ASE.  4.3.3.6 specifies the actions that result from the inputs from the supporting service.

Note 5. —  The CF specification describes the overall behaviour of the ATN-App AE. It is not a requirement that an identifiable CF entity be realised in an implementation.

Note 6. —  This CF specification assumes that the embedded ASEs (ATN-App ASE and ACSE) are modelled as atomic entities, such that when an input event is invoked by the CF, that event is processed to completion by the ASE and the CF responds to any resulting output events from the ASE, all within the same logical processing thread.  This model avoids the need to specify further transient states within the CF.  It does not imply any particular implementation architecture.  

Note 7. —  In the current version of the ATN Upper Layers, the service interface presented to the Application-user is a simple pass through to the ATN-App ASE.  That is, the Application-user passes request and response primitives directly to, and receives indication and confirmation primitives directly from, the ATN-App ASE.

Note 8. —  The CF described here supports the four air-ground applications currently defined, and the MHS pass-through application.  The specification of the CF for the AIDC application is included in the AIDC specification.

Note 9.— For the purposes of this specification, the ATN-App AE is modelled such that a new instance of communication (effectively a new AE invocation) is implicitly created (a) for each request from the AE-User that will require a new association (i.e. that will result in a D-START request being invoked), and (b) for each indication from the underlying communications service that a new connection is requested.  The AE invocation ceases to exist when the underlying communications service connection is disconnected and the CF is idle (i.e. in the NULL state).

Application Level Naming and Context Definition

ATN Naming Hierarchy

Note 1. —  Names, in the form of object identifiers (OIDs), are assigned here to the defined ATN entities.

Note 2. —  ISO/IEC 8824-1 specifies the top of the hierarchical OID name space.  At the first level, provision is made for ISO, International Telecommunication Union telecommunication standardisation Sector (ITU-T)ITU-T and joint ISO/ITU-T sub-name spaces.  The ISO name space is further subdivided into:

standard (0)

registration-authority (1)

member-body (2)

identified-organisation (3)

Note 3. —  ICAO has requested and obtained the allocation of an International Code Designator (ICD), according to ISO 6523.  The ICD obtained, name and number “icao (27)”, uniquely identifies ICAO and allows ICAO to establish its own object identifier name space within the International Organisation arc using the prefix:  { iso (1) identified-organisation (3) icao (27) }.  Similarly, IATA has obtained an ICD of “iata (19)”; values assigned under the IATA name space are out of scope.

Within the ICAO name space, the initial allocation of object identifiers shall([21])  follow the structure and values defined here.

Note 1. — in the future, it is likely that the ATN object identifier tree will have further levels of structure, and that fully location-independent values will be assigned.

Note 2. —  The ATN naming hierarchy is illustrated in Figure 4.3-2.
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Immediately under the ICAO arc, the values specified in Table 4.3-1 shall([22])  be used to specify the next level of the naming hierarchy.

Table 4.� STYLEREF 1 \n �3�-� SEQ Table_4. \* ARABIC \r 1 �1�.  Top-level ICAO Identifiers

Name and numeric value�Description��atn (0)�General ATN identifiers��atn-end-system-air (1)�ATN aircraft end systems.  The following OID component beneath this arc is a 24-bit ICAO aircraft identifier��atn-end-system-ground (2)�ATN ground end systems.  The following OID component beneath this arc is an ICAO facility designator��atn-ac (3)�ATN application context names��Application Process titles

Note. —  Application process titles are allocated underneath either of the Object Identifier arcs:

{ atn�end-system-air (1) } or { atn�end-system-ground (2) }.

Immediately subordinate to this arc is an arc whose value is an INTEGER derived from either the 24-bit ICAO aircraft address or the ICAO facility designator, as described in  4.3.2.4.  Immediately beneath that arc is an arc whose value is determined by the category of the ATN application.  For the present, only the following name and value are defined for the application category:

{ operational (0) }.

Each application category on each ATN end system shall([23])  be assigned an unambiguous application process title (AP-title).  

The AP-title shall([24])  be an Object Identifier type (i.e. an AP-title-form2 as defined in ISO/IEC 8650-1).

Application Process titles shall([25])  be of the form:

either:

{ iso (1) identified-organisation (3) icao (27) atn�end-system-air (1) <end-system-id> (n) operational (0) }

or:

{ iso (1) identified-organisation (3) icao (27) atn�end-system-ground (2) <end-system-id> (n) operational (0) }

where:

<end-system-id> is the ICAO 24-bit address for aircraft end systems, or the ICAO facility designator for ground end systems.

(n) is an INTEGER value derived from the <end-system-id>.

Note. —  The algorithm for deriving the INTEGER n from the <end-system-id> is defined in  4.3.2.4.

Application Entity Titles

Each ATN application entity shall([26])  be assigned an unambiguous application entity title (AE Title).  

For ATN, an AE Title shall([27])  be an Object Identifier type as defined in ISO/IEC 8824-1 (i.e. an AE-title-form2 as defined in ISO/IEC 8650-1).

[Requirement deleted]The AE Title shall([28])  be composed of an Application Process title (AP-title) and an AE-qualifier.  

Note.— The AE Title is composed of an Application Process title (AP-title) and an AE-qualifier.

The AE-qualifier component of the AE Title shall([29])  be an INTEGER type (i.e. an AE-qualifier-form2 as defined in ISO/IEC 8650-1).  

The AE-qualifier value arc of the AE Title object identifier represents the ATN application type (e.g.  “ADS” or “CMA”), and shall([30])  take one of the values specified in Table 4.3-2.
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ATN ASE type�ATN AE-Qualifier name and numeric value��Automatic Dependent Surveillance�ADS (0)��Context Management Application�CMA (1)��Controller Pilot Data Link Communication�CPC (2)��Automatic Terminal Information Services (ATIS)�ATI (3)��Type A Gateway�GWA (4)��Systems Management Application (SMA)�SMA (5)��ATS Inter-Facility Data Communications (AIDC)�IDC (6)��ATS Message Application�AMS (7)��AFTN-AMHS Gateway�GWB (8)��ATS Message User Agent�AUA (9)��ADS Report Forwarding�ARF (10)��

Thus, AE-titles conforming to this definition shall([31])  be of the form:

either:

{ iso (1) identified-organisation (3) icao (27) atn�end-system-air (1) <end-system-id> (n) operational (0) <ae-qualifier> (m) }

or

{ iso (1) identified-organisation (3) icao (27) atn�end-system-ground (2) <end-system-id> (n) operational (0) <ae-qualifier> (m) }

where:

<end-system-id> is the ICAO 24-bit address for aircraft end systems, or the ICAO facility designator for ground end systems.

(n) is an INTEGER value derived from the <end-system-id>

<ae-qualifier> is the name form of the AE qualifier from Table 4.3-2

(m) is the number form of the AE qualifier from Table 4.3-2.

Note. —  The algorithm for deriving the INTEGER n from the <end-system-id> is defined in  4.3.2.4.

Encoding of End System Identifiers

Note 1. —  Where <end-system-id> appears as a component of an Object Identifier, the encoding of the OID subidentifier value is obtained as defined in the following text.

Note 2. —  For ground stations, the <end-system-id> is derived from a an eight-letter facility designator which is limited in length and syntax to 8 upper case alphabetic characters, e.g.  “LFPODLHX”.  The syntax of the first four letterscharacters is defined in ICAO Doc 7910 “Location Indicators”; the syntax of the remaining lettersnext three characters is defined in ICAO Doc 8585 “Designators for Aircraft Operating Agencies, Aeronautical Authorities and Services.”

For aircraft, the <end-system-id> naming arc shall([32])  be the binary value of the 24-bits comprising the ICAO aircraft identifier, expressed as an INTEGER in the range 0..(224-1) and encoded as an Object Identifier subidentifier as defined in ISO/IEC 8825-1.

For ground stations, the encoding of the <end-system-id> naming arc shall([33])  be derived from the ICAO facility designator, which is a sequence of characters from the restricted character set (A..Z), as follows:

Each character is encoded into one octet where:

the most significant bit (bit 8) indicates whether the character is the last in the sequence: it is set to zero in the last octet and one in each preceding octet;

the next most significant bit (bit 7) is set to zero;

the six least significant bits (bits 6 - 1) contain the character encoded as a 6-bit value such that A is encoded as the binary value 000001, B is encoded as 000010, and so on up to Z which is encoded as 011010  

Note 1.— This coding gives compatibility with the Basic Encoding Rules for an Object Identifier subidentifier in ISO/IEC 8825-1.  The character coding is equivalent to the “6-bit ASCII” subset of International Alphabet Number 5 (IA5) defined by ITU, which is adopted in SSR Mode S specifications.  If required, the encoding can be extended to include numeric characters, with 0 to 9 encoded as binary values 110000 to 111001 respectively, and the space character can be encoded as binary value 100000.

The <end-system-id> is the concatenation of these octets.

Note 2.— Conceptually, bits 7 -1 from each octet are concatenated to form an unsigned binary number whose most significant bit is bit 7 of the first octet and whose least significant bit is bit 1 of the last octet.

Application Context Names

Note 1. —  The Application Context describes the ASE/ASO types which are present in the AE, including those aspects not distinguished by ASO type (e.g.  version and policy aspects).  The abstract syntax of the APDUs and the control function are described here.  The Application Context name is an identifier which is used to refer to a defined Application Context.  The syntax of the Application Context name is defined in ISO/IEC 8650�1 as an Object Identifier.

Note 2. —  The application context name is used here only to distinguish between different versions of an application context within the scope of a given AE type, as identified by the AE Title.

The Application Context name shall([34])  be used to indicate the version and policy aspects relative to the AE with which it is associated.  

Each Application Context shall([35])  be assigned an Application Context name.

Application Context names shall([36])  have the following structure:

{ iso (1) identified-organisation (3) icao (27) atn-ac (3) version-<n> (n) }

where n is an INTEGER in the range 0..255.

Note. —  The value n = 0 is reserved for use by the CF.

Presentation Context Identification

Note. —  The Null Encoding presentation protocol option has been selected for the most efficient encoding of presentation PDUs, as defined in  4.5.  As a consequence, the conventional presentation protocol mechanisms which enable users of the presentation service to distinguish the presentation context of received APDUs are not available.  Therefore, an alternative, application layer, mechanism is defined here.

All User Data which is passed across the presentation service boundary shall([37])  be encoded using the unaligned variant of the Packed Encoding Rules (PER) for ASN.1 (ISO/IEC 8825-2).  

When in the data transfer phase, in order to be able to distinguish APDUs which are defined in different abstract syntax modules, the presentation User Data encoding shall([38])  assume the Full Encoding option of ISO/IEC 8823-1, augmented with the PER-visible constraints defined in ISO/IEC 8823�1:1994/DAM 2 as follows:

Note 1. —  ISO/IEC 8823-1 specifies two choices for the encoding of User-data:

User-data ::= CHOICE {�	[APPLICATION 0] 	IMPLICIT Simply-encoded-data,�	[APPLICATION 1] 	IMPLICIT Fully-encoded-data  }

Simply-encoded-data ::= OCTET STRING



Fully-encoded-data ::= SEQUENCE SIZE (1, ...) OF PDV-list

-- contains one or more presentation-data-value (PDV)PDV-list values

PDV-list ::= SEQUENCE

{ transfer-syntax-name		Transfer-syntax-name OPTIONAL,�  presentation-context-identifier	Presentation-context-identifier,�  presentation-data-values  CHOICE�	{ single-ASN1-type	[0] ABSTRACT-SYNTAX.&Type�		(CONSTRAINED BY {�		-- Type corresponding to presentation context identifier -- }) ,�	octet-aligned 		[1] IMPLICIT OCTET STRING,�	arbitrary 		[2] IMPLICIT BIT STRING }

-- contains one or more presentation data values from the same�-- presentation context.

}

Transfer-syntax-name		::= OBJECT IDENTIFIER -- not used for ATN Upper Layers

Presentation-context-identifier	::= INTEGER (1..127, ... )

Note 2. — The use of Full Encoding is specified in order to overcome the fact that: (a) the use of presentation protocol efficiency enhancements removes the ability of presentation layer to perform the necessary demarcation, and (b) the use of ASN.1 Packed Encoding Rules means that it would not have been possible to assign unique ASN.1 tag values to individual APDUs to distinguish between them, as PER does not encode tags.

Only the presentation-context-identifier and presentation-data-values fields shall([39])  be present in the encoded presentation User Data.

Only the “arbitrary” (BIT STRING) choice for presentation-data-values in the PDV-list SEQUENCE shall([40])  be used in the encoded presentation User Data.

The values of Presentation-context-identifier which are pre-defined in Table 4.3-3 shall([41])  be used in the encoding of presentation User Data; the presentation-context-identifiers are not dynamically assigned by the presentation service.
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Presentation-context-identifier value�Short name�Description��1�acse-apdu�ACSE abstract syntax as defined in ISO/IEC 8650-1��2�cdse-apdu�reserved for future use��3�user-ase-apdu�abstract syntax as defined in individual ATN application specifications��other��reserved for future use��

With the sole exception of the P-CONNECT service (which is used exclusively by ACSE), upon receiving User Data from the presentation service, the CF shall ([42])  :

decode the Fully-encoded-data and use the presentation-context-identifier value to determine the target ASE.

if the target ASE is ACSE, decode the header of the embedded presentation-data-value to determine the APDU type, and 

if the decoding in a) and b) fails for any reason (presentation-context-identifier not recognised, presentation-data-value does not use the “arbitrary CHOICE value, or unrecognised APDU type) then issue a P-U-ABORT request to the supporting service and behave as if a P-U-ABORT indication with no parameters has been received;

otherwise, pass the presentation-data-value (i.e.  acse-apdu, cdse-apdu, or user-ase-apdu) to the target ASE by invoking the appropriate indication or confirmation primitive at the lower ASE service boundary, as specified in  4.3.3.

Except for P-CONNECT primitives issued by ACSE, when an ASE issues a request or response primitive at its lower service boundary which would otherwise map onto a presentation service primitive, the CF shall ([43])  

embed the User Data into a Fully-encoded-data type, using the presentation-context-identifier value corresponding to the source ASE

pass the Fully-encoded User Data to the presentation service by invoking the appropriate primitive, as specified in  4.3.3. 

Control Function Specification

ATN-App CF State Definitions

The ATN-App AE shall([44])  behave as if it has a Control Function which can exist only in one of the following states:

Null  (STA0) –  This is the state of the CF when there is no association in existence. 

Association Pending  (STA1) –  The CF enters this state either when the ATN-App ASE has made a request to establish a dialogue and is waiting for notification from its peer OR an indication has been received that the peer has made a request to establish a dialogue. 

Data Transfer  (STA2) –  The CF enters this state once the establishment phase is complete.  An association has successfully been established and the communicating partners are free to send and receive data.

Release Pending  (STA3) –  The CF enters this state when the ATN-App ASE has requested the termination of the dialogue OR an indication has been received that the peer has made a request to terminate the dialogue.

Release Collision  (STA4) –  The CF enters this state when both communicating partners have requested the termination of the dialogue near-simultaneously.

CF State Table

The ATN-App AE CF shall([45])  behave as if it has a control function which functions in accordance with the state table specified in Table 4.3-4, which shows diagrammatically the state transitions and actions performed by the CF in response to incoming events.  

Note. — The following conventions are used in Table 4.3-4:

 Incoming events are shown in the first two columns of the state table, and are enumerated in Table 4.3-5.  Each cell in the state table shows:

When an input event occurs and the state table indicates an action, the CF performs that action. 

Each cell in the state table shows:

 optionally, one or more predicates, denoted “pN”, where N is an integer.  The state and action which follow the predicate are only valid if the predicate is TRUE.  The inverse (logical NOT) of a predicate is indicated by the prefix “~” (tilde character).

the new state that the CF enters after the action has been performed

the action, if any, which the CF performs.  The possible actions are outlined in Table 4.3-6.

Blank cells indicate error conditions.  

When an input event occurs and the state table indicates a state transition, the CF shall([46])  enters the new state after any associated action has been performed.

[Requirement deleted]

[Requirement deleted]When an input event occurs and the state table indicates an action, the CF shall([47])  perform that action. 

For the purpose of specifying CF behaviour, embedded ASEs (ATN-App ASE and ACSE) shall([48])  be treated as atomic entities, such that when an input event is invoked by the CF, that event is processed to completion by the ASE and the CF responds to any resulting output events from the ASE, all within the same logical processing thread.

Note. —  This provision avoids the need to specify further transient states within the CF.  It does not imply any particular implementation architecture.  

The following combinations of input events and CF states shall([49])  be treated as error conditions:

The occurrence of an input event other than those listed in Table 4.3-5; or

A combination of input event and CF state which corresponds to a blank cell in Table 4.3-4; or

A combination of input event and CF state which corresponds to a cell in Table 4.3-4 containing one or more predicates, none of which evaluates to TRUE.

The error handling shall([50])  result in the association being aborted, if one exists, and a notification being given to the Application user.

In the event of a conflict between the actions implied by the state table and the text in the following paragraphs, the text shall([51])  take precedence.
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�

Event Source�          State-->



Event�STA0



Null�STA1



Assoc. Pending�STA2



Data Transfer�STA3



Release Pending�STA4



Release Collision��From ATN-App�ATN-APP function req�STA0�ATN-App ASE req�STA1�ATN-App ASE req�STA2�ATN-App ASE req�STA3�ATN-App ASE req�STA4�ATN-App ASE req���ATN-APP function rsp�STA0�ATN-App ASE rsp�STA1�ATN-App ASE rsp�STA2�ATN-App ASE rsp�STA3�ATN-App ASE rsp�STA4�ATN-App ASE rsp��From ATN-App ASE (upper)�ATN-APP function ind�STA0�ATN-App ind�STA1�ATN-App ind�STA2�ATN-App ind�STA3�ATN-App ind�STA4�ATN-App ind���ATN-APP function cnf�STA0�ATN-App cnf�STA1�ATN-App cnf�STA2�ATN-App cnf�STA3�ATN-App cnf�STA4�ATN-App cnf���D-START req�p0: STA1�A-ASSOC req������From ATN-App ASE (lower)�D-START rsp+��~p1: STA1�A-ASSOC rsp+������D-START rsp-��~p1: STA1�A-ASSOC rsp-������D-DATA req���STA2�P-DATA req (User)�~p2: STA3�P-DATA req (User)����D-END req���STA3�A-RELEASE req�����D-END rsp+����~p2: STA3�A-RELEASE rsp+����D-END rsp-����~p2: STA3�A-RELEASE rsp-����D-ABORT req��STA1�A-ABORT req�STA2�A-ABORT req�STA3�A-ABORT req�STA4�A-ABORT req���A-ASSOCIATE ind��STA1�D-START ind������A-ASSOCIATE cnf+��STA2�D-START cnf+�����From ACSE (upper)�A-ASSOCIATE cnf-��STA0�D-START cnf-������A-RELEASE ind����STA3�D-END ind�p1: STA4�A-RELEASE rsp+



~p1: STA4���A-RELEASE cnf+����STA0�D-END cnf+�P-U-ABORT req�p1: STA0�D-END cnf+�P-U-ABORT req



~p1: STA4�D-END cnf+�A-RELEASE rsp+���A-RELEASE cnf-����STA2�D-END cnf-����A-ABORT ind��STA0�D-ABORT ind�STA0�D-ABORT ind�STA0�D-ABORT ind����A-P-ABORT ind��STA0�D-P-ABORT ind�STA0�D-P-ABORT ind�STA0�D-P-ABORT ind�STA0�D-P-ABORT ind���P-CONNECT req��STA1�P-CONN req������P-CONNECT rsp+��STA2�P-CONN rsp+�����From ACSE (lower)�P-CONNECT rsp-��STA0�P-CONN rsp-������P-RELEASE req����STA3�P-DATA req (RLRQ)����P-RELEASE rsp+����STA0�P-DATA req(RLRE+)�p1: STA4�P-DATA req (RLRE+)



~p1: STA0�P-DATA req (RLRE+)���P-RELEASE rsp-����STA2�P-DATA req (RLRE-)����P-U-ABORT req (data)��STA0�P-U-ABORT req�STA0�P-DATA req (ABRT)�STA0�P-U-ABORT req�STA0�P-U-ABORT req���P-U-ABORT req (no data)��STA0�P-U-ABORT req�STA0�P-U-ABORT req�STA0�P-U-ABORT req�STA0�P-U-ABORT req���P-CONNECT ind�p0: STA1�P-CONN ind�������P-CONNECT cnf+��STA1�P-CONN cnf+������P-CONNECT cnf-��STA1�P-CONN cnf-�����From supporting service�P-DATA ind (RLRQ)

�p3: STA0��STA3�P-RELEASE ind�STA4�P-RELEASE ind����P-DATA ind (RLRE+)

�p3: STA0���STA3�P-RELEASE cnf+�STA4�P-RELEASE cnf+���P-DATA ind (RLRE-)

�p3: STA0���STA3�P-RELEASE cnf-����P-DATA ind (ABRT)

�p3: STA0�P-U-ABORT req��~p3: STA0��STA2�P-U-ABORT ind�P-U-ABORT req�STA3�P-U-ABORT ind�P-U-ABORT req�STA4�P-U-ABORT ind�P-U-ABORT req���P-DATA ind (User)

�p3: STA0��STA2�D-DATA ind�p2: STA3�D-DATA ind����P-U-ABORT ind�STA0�STA1�P-U-ABORT ind�STA2�P-U-ABORT ind�STA3�P-U-ABORT ind����P-P-ABORT ind�STA0�STA1�P-P-ABORT ind�STA2�P-P-ABORT ind�STA3�P-P-ABORT ind�STA4�P-P-ABORT ind��

Predicates are defined as follows:

p1:  this CF is the Initiating CF, i.e.  the CF which issued the A-ASSOCIATE request primitive.

~p1:  this CF is the Responding CF, i.e.  the CF which received A-ASSOCIATE indication primitive.

p2:  this CF is the Release Initiator, i.e.  the CF issued an A-RELEASE request primitive.

~p2:  this CF is the Release Responder, i.e.  the CF received an A-RELEASE indication primitive.

Table 4.3-4bis.  Predicates used in Table 4.3-4

Predicate�Meaning��p0�this is a new instance of communication, i.e. no previous association exists (effectively, a new AE invocation is created).��p1�this CF is the initiator CF, i.e.  the CF which issued the A-ASSOCIATE request primitive.��~p1�this CF is the responder CF, i.e.  the CF which received A-ASSOCIATE indication primitive.��p2�this CF is the Release Initiator, i.e.  the CF issued an A-RELEASE request primitive.��~p2�this CF is the Release Responder, i.e.  the CF received an A-RELEASE indication primitive.��p3�this CF is the “Abort+Data” initiator, i.e.  the CF issued a P-DATA request containing an ABRT APDU and is awaiting disconnection by the peer.��~p3�this CF has not initiated an Abort containing user data��

Input events
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Abbreviated name�Source�Description��ATN-APP function req�upper AE service boundary�Application-specific Request primitive issued by the Application User��ATN-APP function rsp��Application-specific Response primitive issued by the Application User��ATN-APP function ind�ATN-App ASE (upper service boundary)�Application-specific Indication primitive issued by the Application ASE��ATN-APP function cnf��Application-specific Confirmation primitive issued by the Application ASE��D-START req�ATN-App ASE (lower service boundary)�D-START Request primitive issued by DS-User��D-START rsp+��D-START Response primitive issued by DS-User, with Result = accepted��D-START rsp-��D-START Response primitive issued by DS-User, with Result = rejected (transient) or rejected (permanent)��D-DATA req��D-DATA Request primitive issued by DS-User��D-END req��D-END Request primitive issued by DS-User��D-END rsp+��D-END Response primitive issued by DS-User, with Result = accepted��D-END rsp-��D-END Response primitive issued by DS-User, with Result = rejected��D-ABORT req��D-ABORT Request primitive issued by DS-User��A-ASSOCIATE ind�ACSE (upper service boundary)�A-ASSOCIATE Indication primitive issued by ACSE service��A-ASSOCIATE cnf+��A-ASSOCIATE Confirmation primitive issued by ACSE service, with Result = accepted��A-ASSOCIATE cnf-��A-ASSOCIATE Confirmation primitive issued by ACSE service, with Result = rejected (transient) or rejected (permanent)��A-RELEASE ind��A-RELEASE Indication primitive issued by ACSE service��A-RELEASE cnf+��A-RELEASE Confirmation primitive issued by ACSE service, with Result = affirmative��A-RELEASE cnf-��A-RELEASE Confirmation primitive issued by ACSE service, with Result = negative��A-ABORT ind��A-ABORT Indication primitive issued by ACSE service��A-P-ABORT ind��A-P-ABORT Indication primitive issued by ACSE service��P-CONNECT req�ACSE (lower service boundary)�P-CONNECT Request primitive issued by ACSE Protocol Machine (ACPM)ACPM��P-CONNECT rsp+��P-CONNECT Response primitive issued by ACPM, with Result = acceptance��P-CONNECT rsp-��P-CONNECT Response primitive issued by ACPM, with Result = user-rejection or provider-rejection��P-RELEASE req��P-RELEASE Request primitive issued by ACPM��P-RELEASE rsp+��P-RELEASE Response primitive issued by ACPM, with Result = affirmative��P-RELEASE rsp-��P-RELEASE Response primitive issued by ACPM, with Result = negative��P-U-ABORT req (data)��P-U-ABORT Request primitive issued by ACPM, with the User Data parameter present.��P-U-ABORT req (no data)��P-U-ABORT Request primitive issued by ACPM, with the User Data parameter empty or absent.��P-CONNECT ind�supporting service�P-CONNECT Indication primitive issued by presentation service provider��P-CONNECT cnf+��P-CONNECT Confirmation primitive issued by presentation service provider, with Result = acceptance��P-CONNECT cnf-��P-CONNECT Confirmation primitive issued by presentation service provider, with Result = user-rejection or provider-rejection��P-DATA ind (RLRQ)��P-DATA Indication primitive issued by presentation service provider, with a RLRQ APDU as User-Data��P-DATA ind (RLRE+)��P-DATA Indication primitive issued by presentation service provider, with a RLRE APDU as User-Data, with the reason field set to “normal”��P-DATA ind (RLRE-)��P-DATA Indication primitive issued by presentation service provider, with a RLRE APDU as User-Data, with the reason field set to “not-finished”��P-DATA ind (ABRT)��P-DATA Indication primitive issued by presentation service provider, with an ABRT APDU as User-Data��P-DATA ind (User)��P-DATA Indication primitive issued by presentation service provider, with an ATN-APP APDU (e.g.  an ADS-ASE protocol data unit) as User-Data��P-U-ABORT ind��P-U-ABORT Indication primitive issued by presentation service provider��P-P-ABORT ind��P-U-ABORT Indication primitive issued by presentation service provider��Actions taken by the CF

Table 4.� STYLEREF 1 \n �3�-� SEQ Table_4. \* ARABIC �6�.  Outgoing Event List

Abbreviated name�Target�Description��ATN-App ind�upper AE service boundary�Application-specific Indication primitive mapped transparently from the upper service boundary of the ATN-App ASE.��ATN-App cnf��Application-specific Confirmation primitive mapped transparently from the upper service boundary of the ATN-App ASE.��ATN-App ASE req�upper ATN-App ASE service boundary�Application-specific Request primitive mapped transparently from the upper AE service boundary��ATN-App ASE rsp��Application-specific Response primitive mapped transparently from the upper AE service boundary.��D-START ind�DS-User�D-START Indication primitive issued.��D-START cnf+��D-START Confirmation primitive issued, with the Result parameter set to the abstract value “accepted”��D-START cnf-��D-START Confirmation primitive issued, with the Result parameter set to the abstract value “rejected (transient)” or “rejected (permanent)”, according to the A�ASSOCIATE Confirmation primitive which was received.��D-DATA ind��D-DATA Indication primitive issued.��D-END ind��D-END Indication primitive issued.��D-END cnf+��D-END Confirmation primitive issued, with the Result parameter set to the abstract value “accepted”.��D-END cnf-��D-END Confirmation primitive issued, with the Result parameter set to the abstract value “rejected”.��D-ABORT ind��D-ABORT Indication primitive issued. ��D-P-ABORT ind��D-P-ABORT Indication primitive issued. ��A-ASSOC req�ACSE service provider�A-ASSOCIATE Request primitive issued��A-ASSOC rsp+��A-ASSOCIATE Response primitive issued, with Result = “accepted”��A-ASSOC rsp-��A-ASSOCIATE Response primitive issued, with Result = “rejected (transient)” or “rejected (permanent)”, according to the D-START response primitive which was received.��A-RELEASE req��A-RELEASE Request primitive issued.��A-RELEASE rsp+��A-RELEASE Response primitive issued, with Result = “affirmative” and Reason = “normal”��A-RELEASE rsp-��A-RELEASE Response primitive issued, with Result = “negative” and Reason = “not-finished”��A-ABORT req��A-ABORT Request primitive issued.��P-CONN ind�lower ACSE service boundary�P-CONNECT Indication primitive invoked.��P-CONN cnf+��P-CONNECT Confirmation primitive invoked, with the Result parameter set to “acceptance”.��P-CONN cnf-��P-CONNECT Confirmation primitive invoked, with the Result parameter set to “user-rejection”.��P-RELEASE ind��P-RELEASE Indication primitive invoked.��P-RELEASE cnf+��P-RELEASE Confirmation primitive invoked, with the Result parameter set to “affirmative”.��P-RELEASE cnf-��P-RELEASE Confirmation primitive invoked, with the Result parameter set to “negative”.��P-U-ABORT ind��P-U-ABORT Indication primitive invoked.��P-P-ABORT ind��P-P-ABORT Indication primitive invoked.��P-CONN req�supporting service�P-CONNECT Request primitive issued.��P-CONN rsp+��P-CONNECT Response primitive issued, with the Result parameter set to “acceptance”.��P-CONN rsp-��P-CONNECT Response primitive issued, with the Result parameter set to “user-rejection”.��P-DATA req (RLRQ)��P-DATA Request primitive issued.  The User Data parameter contains a RLRQ APDU.��P-DATA req (RLRE+)��P-DATA Request primitive issued.  The User Data parameter contains a RLRE APDU, with the reason field set to “normal”.��P-DATA req (RLRE-)��P-DATA Request primitive issued.  The User Data parameter contains a RLRE APDU, with the reason field set to “not-finished”.��P-DATA req (ABRT)��P-DATA Request primitive issued.  The User Data parameter contains an ABRT APDU, with a non-empty user-information field.��P-DATA req (User)��P-DATA Request primitive issued.  The User Data parameter contains an ATN-App ASE APDU (e.g.  an ADS-ASE protocol data unit)��P-U-ABORT req��P-U-ABORT Request primitive issued.��

Services Invoked by the Application User

Note 1. —  The actions that result from inputs generated by the user of this ATN-App AE (see Figure 4.3-1) are defined here.

Note 2. —  The service primitives available to the Application User are specific to the ATN application.  This service is detailed in the individual application specifications.

When Invoked

Invocations of Application User Request and Response primitives may be validly invoked by the Application-user shall([202]) be allowed when the CF is in any valid state.

Action Upon Invocation

When the Application User Request or Response primitive is issued, the CF shall ([52])  :

Invoke the equivalent primitive of the ATN-App ASE service, with a one-to-one mapping of parameters; and

Remain in its current state.

Services Invoked by ATN-App ASE

ATN-App ASE Indication and Confirmation primitives

When Invoked

Invocations of ATN-App ASE Indication and Confirmation primitives may be validly invoked by the ATN-App ASE shall([203]) be allowed when the CF is in any valid state.

Action Upon Invocation

When the ATN-App ASE Indication or Confirmation primitive is issued, the CF shall ([53])  :

Invoke the equivalent primitive of the Application-user service with a one-to-one mapping of parameters; and

Remain in its current state.

	D-START Request primitive

When Invoked

When the D-START Request primitive is invoked by the ATN-App ASE, a new instance of communication shall([204])  be created, with its CF initially in the NULL state.The D-START Request primitive may be validly invoked by the ATN-App ASE when the CF is in the NULL state; if it is in any other state then appropriate error recovery action shall([54])  be taken.

Action Upon Invocation

When the D-START Request is validly invoked, the CF shall ([55])  :

Retrieve the AE-qualifier as defined for the ATN-App AE,

Construct the Application Context name, with the value of the final arc set equal to the DS-User Version Number parameter if provided, and set to zero otherwise.

Retrieve the calling Presentation address

Look up the called Presentation address from the Called Peer Id parameter.

If the Calling Peer Id parameter is present, then retrieve the Calling AP Title and Calling AE-qualifier.  If it is not present, then Calling AP Title and Calling AE-qualifier aredo not used these parameters in the A-ASSOCIATE request (and they will not then be included in the resulting A-ASSOCIATE-REQUEST (AARQ) APDU).

Note.— The way that the Calling AP Title and the Calling AE Qualifier are retrieved is a local implementation matter.

If the Security Requirements parameter is not present, make no use of the A-ASSOCIATE parameter “ACSE Requirements”.  If the Security Requirements parameter is present, set the ACSE Requirements parameter to the symbolic value “authentication”; and map the Security Requirements value to the A-ASSOCIATE Authentication-value parameter.  

Construct an A-ASSOCIATE Request primitive with the following parameters:
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A-ASSOCIATE Request parameter�ISO Status�ATN value��Mode�U�Not used (default value)��Application Context Name�M�As derived in b) above��Application Context Name List�C�Not used��Calling AP Title�U�As derived in e) above��Calling AE Qualifier�U�As derived in e) above��Calling AP Invocation-identifier�U�Not used��Calling AE Invocation-identifier�U�Not used��Called AP Title�U�Not used��Called AE Qualifier�U�Not used��Called AP Invocation-identifier�U�Not used��Called AE Invocation-identifier�U�Not used��ACSE Requirements�U�As derived in f) above��Authentication-mechanism Name�U�Not used��Authentication-value�U�As derived in f) above��User Information�U�D-START User Data parameter��Calling Presentation Address�M�Derived as in c) above��Called Presentation Address�M�Derived as in d) above��Presentation Context Definition List�U�Not used��Default Presentation Context Name�U�Not used��Quality of Service�M�See following subsection��Presentation Requirements�U�Not used (default value)��Session Requirements�M�No Orderly Release (NOR), Duplex��Initial Synchronization Point Serial No�C�Not used��Initial Assignment of Tokens�C�Not used��Session-connection Identifier�U�Not used��

Invoke the A-ASSOCIATE Request primitive

Enter the ASSOCIATION PENDING state as an initiator CF.

Quality of Service parameter mappings

[Requirement deleted]

Note.— The following paragraphs specify how the Quality of Service parameters in D-START Request and Response primitives areshall([58])  be conveyed to the ATN Internet as specified in the following paragraphs.

The Routing Class component of the quality of service parameter in D-START Request and Response primitives shall([59])  be conveyed to the ATN Internet and mapped to ATN Security Label by local means, using the values for Security Tag Value specified in Table 5.6-1.

Note. —  5.2.7.3.1 states that the: “The mechanism by which the connection initiator providesdetermines the appropriate ATN Security Label is a local matter.  For example, it may be identified by an extension to the transport service interface, be implicit in the choice of a given Transport Service Access Point (TSAP), or be identified using a Systems Management function.”

If no value for Routing Class is specified in the D-START Request primitive, then the value corresponding to “ATSC: No Traffic Type Policy Preference” shall([60])  be conveyed.  

The If no value for Routing Class value conveyed to the ATN Internet whenis specified in the D-START Response primitive is invoked, then the value shall([61])  be taken to be the same as that which was passed to the DS-User in the D-START Indication primitive.

The Priority component of the quality of service parameter in D-START Request and Response primitives shall([62])  map to the session connection priority component of the A�ASSOCIATE Quality of Service parameter, using the values for Transport Layer Priority specified in Table 1.2-2.  

Note. —  Although transport priority and network priority are semantically independent of each other, 5.5.1.2 requires that the Transport Service (TS)-user specifies the Application Service Priority, which in turn is mapped into the resulting Connectionless Network Protocol (CLNP) PDUs according to Table 1.2-2, which defines the fixed relationship between transport priority and the network priority.

If no value for Priority is specified in the D-START Request primitive, then the value corresponding to “Network/systems administration” shall([63])  be usedconveyed.  

The If no value for Priority value conveyed whenis specified in the D-START Response primitive, is invoked then the value shall([64])  be taken to be the same as that which was passed to the DS-User in the D-START Indication primitive.

The residual error rate component of the Quality of Service parameter in D�START Request and Response primitives RER shall([65])  map to the residual error rate component of the A�ASSOCIATE Quality of Service parameter, and is used to convey requests for the use or non-use of transport checksum to the TS-Providersuch that if the RER has the abstract value “low”, then the residual error rate is set to zero, and if it has the abstract value “high”, then the residual error rate in the A-ASSOCIATE is set to the value 1.  

Note.— 5.5.1.2 requires that the TS-user specifies the required residual error rate to determine whether or not the transport checksum is required.

If no valid value for RER is specified in the D-START Response primitive, then the value shall([66])  be taken to be the same as that which was passed to the DS-User in the D-START Indication primitive.

Note.— If the RER value in the D-START Indication was “high”, then valid values in the response are “low” and “high”.  If the RER value in the D-START Indication was “low”, then the only valid value in the response is “low”.

Note. —5.5.1.2 requires that the TS-user specifies the required residual error rate to determine whether or not the transport checksum is required.

D-START Response primitive

When Invoked

The D-START Response primitive may be validly invoked by the ATN-App ASE when the responder CF is the responder CF (see 4.3.3.6.2.2) and is in the ASSOCIATION PENDING state; if it is in any other state then appropriate error recovery action shall([67])  be taken.

Action Upon Invocation

When a D-START Response primitive is validly invoked, the CF shall([68])  :

Construct the Application Context name, with the value of the final arc set equal to the DS-User Version Number parameter if provided, and set to zero otherwise.

Retrieve the responding Presentation address

If the Security Requirements parameter is not present, make no use of the A-ASSOCIATE parameter “ACSE Requirements”.  If the Security Requirements parameter is present, set the ACSE Requirements parameter to the symbolic value “authentication”;  and map the Security Requirements value to the A-ASSOCIATE Authentication-value parameter.

Construct an A-ASSOCIATE Response primitive with the following parameters:
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A-ASSOCIATE Response parameter�ISO Status�ATN Value��Application Context Name�M�As derived in a) above��Application Context Name List�C�Not used��Responding AP Title�U�Not used��Responding AE Qualifier�U�Not used��Responding AP Invocation-identifier�U�Not used��Responding AE Invocation-identifier�U�Not used��ACSE Requirements�C�As derived in c) above��Authentication-mechanism Name�U�Not used��Authentication-value�U�As derived in c) above��User Information�U�D-START User Data parameter��Result�M�D-START Result parameter��Diagnostic�U�Not used��Responding Presentation Address�M�Derived as in b) above��Presentation Context Definition Result List�C�Not used��Default Presentation Context Result�C�Not used��Quality of Service�M�As for D-START Request (see preceding section)��Presentation Requirements�U�Not used (default value)��Session Requirements�M�No Orderly Release (NOR), Duplex��Initial Synchronization Point Serial No�C�Not used��Initial Assignment of Tokens�C�Not used��Session-connection Identifier�U�Not used��

If the D-START Response Result parameter has the abstract value “accepted”, invoke an A-ASSOCIATE Response primitive with the Result parameter set to “accepted”, and remain in the ASSOCIATION PENDING state.

If the D-START Response Result parameter has the abstract value “rejected (permanent)” or “rejected (transient)”, invoke an A�ASSOCIATE Response primitive with the Result parameter set to the same abstract value, and remain in the ASSOCIATION PENDING state.

D-END Request primitive

When Invoked.

The D-END Request primitive may be validly invoked by the ATN-App ASE when the CF is in the DATA TRANSFER state; if it is in any other state then appropriate error recovery action shall([71])  be taken.  

Note.— For example, if the CF is in the RELEASE PENDING state, then the D-END Request isshall([72])  be rejected locally, with an appropriate result code.

Action Upon Invocation

When a D-END Request primitive is validly invoked, the CF shall([73])  :

Construct an A-RELEASE Request primitive with the following parameter values:
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A- RELEASE Request parameter�ISO Status�ATN Value��Reason�U�“normal”��User Information�U�D-END User Data parameter��

Invoke the A-RELEASE Request primitive; and

Enter the RELEASE PENDING state as the Release Initiator CF.

D-END Response primitive

When Invoked

The D-END Response primitive may be validly invoked by the ATN-App ASE when the responder CF is the Release Responder CF and is in the RELEASE PENDING state; if it is in any other state then appropriate error recovery action shall([74])  be taken.

Action Upon Invocation

When a D-END Response primitive is validly invoked and the Result parameter has the value “accepted”, the CF shall([75])  :

Construct an A-RELEASE Response primitive with parameter values as follows:
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A- RELEASE Response parameter�ISO Status�ATN Value��Reason�U�“normal”��User Information�U�D-END User Data parameter��Result�M�“affirmative”��

Invoke the A-RELEASE Response primitive

Remain in the RELEASE PENDING state.

When a D-END Response primitive is validly invoked and the  Result parameter has the abstract value “rejected” the CF shall([76])  :

Construct an A-RELEASE Response primitive with parameter values as follows:
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A- RELEASE Response parameter�ISO Status�ATN Value��Reason�U�“not finished”��User Information�U�D-END User Data parameter��Result�M�“negative”��

Invoke the A-RELEASE Response primitive; and

Remain in the RELEASE PENDING state.

D-DATA Request primitive

When Invoked

The D-DATA Request primitive may be validly invoked by the ATN-App ASE when the CF is in the DATA TRANSFER state, or (if it is the Release Responder) in the RELEASE PENDING state; if it is in any other state then appropriate error recovery action shall([77])  be taken.

Action Upon Invocation

When a D-DATA Request primitive is validly invoked, the CF shall([78])  :

Using the definition of presentation-user-data in  4.3.2.6, encode the D�DATA Request User Data parameter with presentation-context-identifier value corresponding to “user�ase�apdu”;

Invoke a P-DATA Request primitive with the resulting encoding as User Data; and

Remain in the same state.

D-ABORT Request primitive

When Invoked

Invocations of theThe D-ABORT Request primitive may be validly invoked by the ATN-App ASE shall([205]) be allowed when the CF is in any valid state, except the NULL state; if an invocation occurs when the CF is in the NULL state then an error has occurred (see 4.3.3.1.2.6)..

Action Upon Invocation

When a D-ABORT Request primitive is validly invoked, the CF shall([79])  :

If the Originator parameter of the D-ABORT has the symbolic value “User”, then set Diagnostic to “No reason given”.  If the Originator parameter is absent or has any symbolic value other than “User”, then set Diagnostic to “Protocol error”. 

Construct an A-ABORT Request primitive with the following parameter values:
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A- ABORT Request parameter�ISO Status�ATN Value��Diagnostic�U�derived as in a) above��User Information�U�D-ABORT User Data parameter, if present and not empty.��

Invoke the A-ABORT Request primitive; and

Remain in the same state.

ACSE Services delivered to the CF

Note. —  Events which occur at the upper service boundary of ACSE, i.e.  Indication and Confirmation primitives which are generated by the ACPM and which require handling by the CF, are defined here.

A-ASSOCIATE Indication primitive

When Invoked

The A-ASSOCIATE Indication primitive may be validly invoked by the ACSE Protocol Machine (ACPM) when the CF is in the ASSOCIATION PENDING state; if it is in any other state then appropriate error recovery action shall([80])  be taken.

Action Upon Invocation

When an A-ASSOCIATE Indication primitive is validly invoked, the CF shall ([81])  :

If the final component of the Application Context Name parameter is non-zero, then use it as the DS-User Version Number in the D-START Indication primitive.  If it has the value zero, then omit the DS-User Version Number parameter in the D-START Indication.

If the Calling AP Title parameter is present, extract the Calling Peer Id from it.

If the ACSE Requirements parameter is present, and it indicates that the authentication functional unit is requested, then extract the Authentication-value parameter.

Construct a D-START Indication primitive, with the following parameter values:
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D-START Indication parameter�Value��Calling Peer ID�Derived as in b) above��DS-User Version Number�Derived as in a) above��Security Requirements�Derived as in c) above��Quality Of Service�See following subsection��User Data�A-ASSOCIATE User Information parameter��

Invoke the D-START Indication primitive; and

Remain in the ASSOCIATION PENDING state.

Quality of Service parameter mappings

Note.— The following paragraphs specify how the Quality of Service parameters in A-ASSOCIATE Indication and Confirmation primitives are  shall([82])  be conveyed to the DS-User as parameters of the D-START Indication and Confirmation primitives, as specified in the following paragraphs.

[Requirement deleted]

The Routing Class component of the quality of service parameter in D-START Indication and Confirmation primitives shall([83])  be obtained from the ATN Internet conveyed by local means, using the abstract values for Security Tag Values as specified in Table 5.6-1.

The Priority component of the quality of service parameter in D-START Indication and Confirmation primitives shall([84])  be taken from the session connection priority component of the A�ASSOCIATE Quality of Service parameter, using the abstract values for Transport Layer Priority as specified in Table 1.2-2.

The RER component of the quality of service parameter in D-START Indication and Confirmation primitives shall([85])  be taken from the residual error rate component of the A�ASSOCIATE Quality of Service parameter, such that if the residual error rate has a value less than 10-8 then RER is set to “low”, otherwise it is set to “high”.

A-ASSOCIATE Confirmation primitive

When Invoked

The A-ASSOCIATE Confirmation primitive may be validly invoked by the ACPM when the CF is in the ASSOCIATION PENDING state; if it is in any other state then appropriate error recovery action shall([86])  be taken.

Action Upon Invocation

When an A-ASSOCIATE Confirmation primitive is validly invoked, and the  Result parameter has the abstract value “accepted” the CF shall ([87])  :

If the final component of the Application Context Name parameter is non-zero, then use it as the DS-User Version Number in the D-START Confirmation primitive.  If it has the value zero, then omit the DS-User Version Number parameter in the D�START Confirmation.

If the ACSE Requirements parameter is present, and it indicates that the authentication functional unit is selected, then extract the Authentication-value parameter.

Construct a D-START Confirmation primitive, with parameter values as follows:
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D-START Confirmation parameter�Value��DS-User Version Number�Derived as in a) above��Security Requirements�Derived as in b) above��Quality Of Service�As for A-ASSOCIATE Indication (see preceding section)��Result�“accepted”��Reject Source�Not used��User Data�A-ASSOCIATE User Information parameter��

Invoke the D-START Confirmation primitive

Enter the DATA TRANSFER state as the initiator CF.

When an A-ASSOCIATE Confirmation primitive is validly invoked, and the Result parameter has the abstract value “rejected (permanent)” or “rejected (transient)” the CF shall ([88])  :

Extract the DS-User Version Number, if present, from the final component of the Application Context Name parameter

If the ACSE Requirements parameter is present, and it indicates that the authentication functional unit is selected, then extract the Authentication-value parameter.

If the A-ASSOCIATE Confirmation Result Source parameter has the abstract value “ACSE service-user” form a Reject Source parameter with value “DS user”.  If the A-ASSOCIATE Confirmation Result Source parameter has the abstract value “ACSE service-provider” or “presentation service-provider” form a Reject Source parameter with value “DS provider”.

Construct a D-START Confirmation primitive, with parameter values as follows:
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D-START Confirmation parameter�Value��DS-User Version Number�Derived as in a) above��Security Requirements�Derived as in b) above��Quality Of Service�As for A-ASSOCIATE Indication (see preceding section)��Result�“rejected (permanent)” or “rejected (transient)”, from the A-ASSOCIATE Result parameter��Reject Source�Derived as in c) above��User Data�A-ASSOCIATE User Information parameter��

Invoke the D-START Confirmation primitive

Enter the NULL state.

A-RELEASE Indication primitive

When Invoked

The A-RELEASE Indication primitive may be validly invoked by the ACPM when the CF is in the RELEASE PENDING or the RELEASE COLLISION state; if it is in any other state then appropriate error recovery action shall([89])  be taken.

Action Upon Invocation

When an A-RELEASE Indication primitive is validly invoked, and the CF is in the RELEASE PENDING state, it shall ([90])  :

Construct a D-END Indication primitive, with the User Data parameter set equal to the value of the User Information parameter of the A-RELEASE Indication primitive.

Invoke the D-END Indication

Remain in the RELEASE PENDING state.

When an A-RELEASE Indication primitive is validly invoked, and the CF is in the RELEASE COLLISION state, and it is the Initiator CF, it shall ([91])  :

Construct a D-END Confirmation primitive, with the User Data parameter set equal to the value of the User Information parameter of the A-RELEASE Indication primitive, if present.  

Note.— The D-END Confirmation is not issued to the DS-User until the orderly release procedure is complete, and an A-RELEASE Confirmation is received.

Construct an A-RELEASE response primitive with parameter values as follows:
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A- RELEASE Response parameter�ISO Status�ATN Value��Reason�U�“normal”��User Information�U�Not present��Result�M�“affirmative”��

Invoke the A-RELEASE Response primitive; and

Remain in the RELEASE COLLISION state.

When an A-RELEASE Indication primitive is validly invoked, and the CF is in the RELEASE COLLISION state, and it is the Responder CF, it shall ([92])  :

Construct a D-END Confirmation primitive, with the User Data parameter set equal to the value of the User Information parameter of the A-RELEASE Indication primitive, if present.  

Note.— The D-END Confirmation is not issued to the DS-User until the orderly release procedure is complete, and an A-RELEASE Confirmation is received.

Remain in the RELEASE COLLISION state.

A-RELEASE Confirmation primitive

When Invoked

The A-RELEASE Confirmation primitive may be invoked by the ACPM when the CF is in the RELEASE PENDING or RELEASE COLLISION state; if it is in any other state then appropriate error recovery action shall([93])  be taken.

Action Upon Invocation

When an A-RELEASE Confirmation primitive is validly invoked, and the CF is in the RELEASE PENDING state, and the  Result parameter has the abstract value “affirmative” the CF shall ([94])  :

Construct a D-END Confirmation primitive with the following parameter values
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D-END Confirmation parameter�Value��Result�“affirmative”��User Data�User Information parameter from the A-RELEASE Confirmation, if present��

Invoke the D-END Confirmation primitive.

Issue a P-U-ABORT request primitive, with no parameters

Note. —  This will cause the release of the underlying transport connection.

Enter the NULL state.

When an A-RELEASE Confirmation primitive is validly invoked, and the CF is in the RELEASE PENDING state, and the Result parameter has the abstract value “negative” the CF shall ([95])  :

Construct a D-END Confirmation primitive with the following parameter values
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D-END Confirmation parameter�Value��Result�“rejected”��User Data�User Information parameter from the A-RELEASE Confirmation, if present��

Invoke the D-END Confirmation primitive.

Enter the DATA TRANSFER state.

When an A-RELEASE Confirmation primitive is validly invoked, and the CF is in the RELEASE COLLISION state, and it is the Initiator CF, it shall ([96])  :

Issue the D-END Confirmation primitive, which was previously formed in response to the reception of an A-RELEASE Indication primitive, to the DS-User.

Issue a P-U-ABORT request primitive, with no parameters.

Note. —  This will cause the release of the underlying transport connection.

Enter the NULL state.

When an A-RELEASE Confirmation primitive is validly invoked, and the CF is in the RELEASE COLLISION state, and it is the Responder CF, it shall ([97])  :

Issue the D-END Confirmation primitive, which was previously formed in response to the reception of an A-RELEASE Indication primitive, to the DS-User.

Construct an A-RELEASE Response primitive, with the Result parameter set to “affirmative”.

Invoke the A-RELEASE Response.

Remain in the RELEASE COLLISION state.

A-ABORT Indication primitive

When Invoked

Invocations of the A-ABORT Indication primitive by the ACPM shall([206]) be allowed when the CF is in any of the states ASSOCIATION PENDING, DATA TRANSFER, or RELEASE PENDING; if an invocation occurs when the CF is in any other state then an error has occurred (see 4.3.3.1.2.6).

The A-ABORT Indication primitive may be validly invoked by the ACPM when the CF is in any state, except NULL.

Action Upon Invocation

When an A-ABORT Indication primitive is validly invoked, the CF shall ([98])  :

If the Abort Source parameter of the A-ABORT Indication is set to “ACSE service-user” and the Diagnostic parameter Is set to “No reason given”, issue a D-ABORT Indication primitive to the DS-User, with the Originator parameter set to “User” and the User Data parameter set equal to the User Information parameter in the A-ABORT Indication, if present.

If the Abort Source parameter of the A-ABORT Indication is set to “ACSE service-user” and the Diagnostic parameter Is absent or is set to any value other than “No reason given”, then issue a D-ABORT Indication primitive to the DS�User, with the Originator parameter set to “Provider” and the User Data parameter set equal to the User Information parameter in the A-ABORT Indication, if present.

If the Abort Source parameter of the A-ABORT Indication has the abstract value “ACSE service-provider”, then issue a D-ABORT Indication primitive to the DS�User, with the Originator parameter set to the abstract value “Provider”, and the User Data parameter set equal to the User Information parameter in the A�ABORT Indication, if present.

Enter the NULL state.

A-P-ABORT Indication primitive

When Invoked

Invocations of tThe A-P-ABORT Indication primitive may be validly invoked by the ACPM shall([207]) be allowed when the CF is in any valid state, except the NULL state; if an invocation occurs when the CF is in the NULL state then an error has occurred (see 4.3.3.1.2.6)..

Action Upon Invocation

When an A-P-ABORT Indication primitive is validly invoked, the CF shall ([99])  :

issue a D-P-ABORT Indication primitive to the DS-User, and discard any Provider Reason parameter in the A-P-ABORT Indication; and

Enter the NULL state.

Services used by ACSE

Note. — ACSE, edition 2 mandates the mapping of ACSE APDUs to the underlying presentation service provider.  However, when the efficient encoding options of Session and Presentation protocols are used, the full Presentation service is no longer available.  Therefore, invocations of presentation service primitives by ACSE are “intercepted” by the CF and re-mapped to the “actual” presentation service as appropriate.

P-CONNECT Request primitive

When Invoked

The P-CONNECT Request primitive may be validly invoked by the ACPM when the CF is in the ASSOCIATION PENDING state; if it is in any other state then appropriate error recovery action shall([100])  be taken.

Action Upon Invocation

When a P-CONNECT Request primitive is validly invoked, the CF shall([101])  transparently invoke the equivalent presentation service primitive and remain in the same state.

P-CONNECT Response primitive

When Invoked

The P-CONNECT Response primitive may be validly invoked by the ACPM when the CF is in the ASSOCIATION PENDING state; if it is in any other state then appropriate error recovery action shall([102])  be taken.

Action Upon Invocation

When the P-CONNECT Response primitive is validly invoked, the CF shall ([103])  :

transparently invoke the equivalent presentation service primitive.

If the P-CONNECT Response Result parameter has the abstract value “acceptance” then enter the DATA TRANSFER state, otherwise enter the NULL state.

P-U-ABORT Request primitive

When Invoked

Invocations of tThe P-U-ABORT Request primitive may be validly invoked by the ACPM shall([208]) be allowed when the CF is in any valid state, except the NULL state; if an invocation occurs when the CF is in the NULL state then an error has occurred (see 4.3.3.1.2.6)..

Action Upon Invocation

When a P-U-ABORT Request primitive is validly invoked, the CF shall ([104])  :

If the P-U-ABORT request user data parameter is present, and the CF is in the DATA TRANSFER state:

Encode the presentation user data as indicated in  4.3.2 with the P-U-ABORT user data parameter (an ABRT APDU) as the presentation data value and presentation context identifier value corresponding to “acse-apdu”.

Invoke a P-DATA Request primitive with the resulting encoding as User Data.

Otherwise, invoke a P-U-ABORT Request primitive with no parameters.

Note. — this will cause the underlying transport connection to be disconnected.

Enter the NULL state.

P-RELEASE Request primitive

Note. — ACSE, edition 2 mandates the mapping of A-RELEASE APDUs (RLRQ and RLRE) to the P-RELEASE service.  However, when the efficient encoding options of Session and Presentation protocols are used, the Session No-Orderly Release (NOR) functional unit is selected, and no mapping for the P-RELEASE service is available.  In order to provide an orderly release service, the CF re-maps invocations of the P�RELEASE service at the lower service boundary of ACSE to invocations of the P�DATA service, with the release APDUs transferred as user information.

When Invoked

The P-RELEASE Request  primitive may be validly invoked by the ACPM when the CF is in the RELEASE PENDING state; if it is in any other state then appropriate error recovery action shall([105])  be taken.

Action Upon Invocation

When a P-RELEASE Request primitive is validly invoked, the CF shall ([106])  :

Encode the presentation user data as indicated in  4.3.2 with the P�RELEASE user data parameter (a RLRQ APDU) as the presentation data value and presentation context identifier corresponding to “acse-apdu”.

Invoke a P-DATA Request primitive with the resulting encoding as User Data; and

Remain in the RELEASE PENDING state.

P-RELEASE Response primitive

When Invoked

The P-RELEASE Response primitive may be validly invoked by the ACPM when the CF is in the RELEASE PENDING or RELEASE COLLISION state; if it is in any other state then appropriate error recovery action shall([107])  be taken.

Action Upon Invocation

When a P-RELEASE Response primitive is validly invoked, and the CF is in the RELEASE PENDING state, and the Result parameter has the abstract value “affirmative” the CF shall ([108])  :

encode the presentation user data as indicated in  4.3.2 with the P�RELEASE user data parameter (a RLRE APDU) as the presentation data value and presentation context identifier corresponding to “acse-apdu”.

Invoke a P-DATA Request primitive with the resulting encoding as User Data.

Enter the NULL state.

Note.— the peer AEI is now expected to issue a P-U-ABORT request, which will cause the release of the underlying connection.

When a P-RELEASE Response primitive is validly invoked, and the CF is in the RELEASE PENDING state, and the Result parameter has the abstract value “negative” the CF shall ([109])  :

Encode the presentation user data as indicated in  4.3.2 with the P�RELEASE user data parameter (a RLRE APDU) as the presentation data value and presentation context identifier corresponding to “acse-apdu”;

Invoke a P-DATA Request primitive with the resulting encoding as User Data; and

Enter the DATA TRANSFER state.

When a P-RELEASE Response primitive is validly invoked, and the CF is in the RELEASE COLLISION state, and it is the Initiator CF, it shall ([110])  :

Encode the presentation user data as indicated in  4.3.2 with the P�RELEASE user data parameter (a RLRE APDU) as the presentation data value and presentation context identifier corresponding to “acse-apdu”;

Invoke a P-DATA Request primitive with the resulting encoding as User Data; and

Remain in the RELEASE COLLISION state.

When a P-RELEASE Response primitive is validly invoked, and the CF is in the RELEASE COLLISION state, and it is the Responder CF, it shall ([111])  :

Encode the presentation user data as indicated in  4.3.2 with the P�RELEASE user data parameter (a RLRE APDU) as the presentation data value and presentation context identifier corresponding to “acse-apdu”;

Invoke a P-DATA Request primitive with the resulting encoding as User Data; and

Enter the NULL state.

Note.— the peer AEI is now expected to issue a P-U-ABORT request, which will cause the release of the underlying connection.

Recommendation.— After entering the NULL state, implementations should([209]) release the underlying connection (e.g. by issuing P-U-ABORT request) if the communication peer does not cause the connection to be released as expected, after a period of time not less than twice the anticipated end-to-end transit time.

Supporting Services delivered to the CF

Note 1. —The mapping by the CF of presentation service indication and confirmation primitives, which are invoked by the presentation service provider, is defined in the following paragraphs.

Note 2.— The following provisions describe the behaviour to be exhibited by the ATN-App AE wWhen the supporting communications service exhibits the behaviour modelled by the passing of indication or confirmation primitives to the application layer, the ATN upper layers shall([112])  exhibit the behaviour specified in the following subsections.

[Requirement deleted]

P-CONNECT Indication primitive

When Invoked

When tThe P-CONNECT Indication primitive ismay be validly invoked by the supporting service, a new instance of communication shall([113])   be created, with its when the CF initiallyis in the NULL state; if it is in any other state then appropriate error recovery action shall([113])  be taken.

Action Upon Invocation

When a P-CONNECT Indication primitive is validly invoked, the CF shall ([114])  :

transparently invoke the equivalent presentation service primitive at the lower ACSE service boundary; and

enter the ASSOCIATION PENDING state as the responder CF.

P-CONNECT Confirmation primitive

When Invoked

The P-CONNECT Confirmation primitive may be validly invoked by the supporting service when the CF is in the ASSOCIATION PENDING state; if it is in any other state then appropriate error recovery action shall([115])  be taken.

Action Upon Invocation

When a P-CONNECT Confirmation primitive is validly invoked, the CF shall ([116])  :

transparently invoke the equivalent presentation service primitive at the lower ACSE service boundary; and

Remain in the ASSOCIATION PENDING state.

P-U-ABORT Indication primitive

When Invoked

Invocations of tThe P-U-ABORT Indication primitive may be validly invoked by the supporting service shall([210]) be allowed when the CF is in any valid state, except RELEASE COLLISION; if an invocation occurs when the CF is in the RELEASE COLLISION state then an error has occurred (see 4.3.3.1.2.6)..

Action Upon Invocation

When a P-U-ABORT Indication primitive is validly invoked, the CF shall([117]) :

if the CF is in the NULL state, take no action;

otherwise, transparently invoke the equivalent presentation service primitive at the lower ACSE service boundary, and remain in the same state.

P-P-ABORT Indication primitive

When Invoked

Invocations of tThe P-P-ABORT Indication primitive may be validly invoked by the supporting service shall([211]) be allowed when the CF is in any valid state, except NULL.

Action Upon Invocation

When a P-P-ABORT Indication primitive is validly invoked, the CF shall([118]) : 

if the CF is in the NULL state, then take no action;

otherwise, transparently invoke the corresponding presentation service primitive at the lower ACSE service boundary,; and 

remain in the same state.

P-DATA Indication primitive

When Invoked

Invocations of tThe P-DATA Indication primitive may be validly invoked by the supporting service shall([212]) be allowed when the CF is in any state, except NULL. a valid state to receive the decoded APDU, as listed in 4.3.3.6.6.2; if an invocation occurs when the CF is not in a valid state then an error has occurred (see 4.3.3.1.2.6).

Action Upon Invocation

When a P-DATA Indication primitive is validly invoked, the CF shall ([119])  : Ddecode the presentation user data as indicated in  4.3.2 to determine the destination ASE of the APDU, and extract the presentation data value.

Note.— The destination ASE is determined from the value of the presentation-context-identifier in the received User-data.  Valid values are acse-apdu and user-ase-apdu, which correspond to destination ASEs of ACSE and ATN-App ASE, respectively.

ACSE APDU Received

If the destination ASE is ACSE then the CF shall([213]) determine the type of ACSE APDU present in the extracted presentation data value., decode the type of APDU and behave as follows:

Note.— ACSE APDUs which may validly be received in a P-DATA indication are A-Release-Request (RLRQ), A-Release-Response (RLRE), and A-Abort (ABRT) APDUs/

If the received APDU is RLRQ, the CF shall([214]):

if in the DATA TRANSFER state, then invoke a P-RELEASE Indication primitive at the ACSE lower service boundary, with the RLRQ as User Data, and .  If the CF is in the DATA TRANSFER state, then enter the RELEASE PENDING state as the Release Responder CF.;

if  If the CF is in the RELEASE PENDING state, then invoke a P-RELEASE Indication primitive at the ACSE lower service boundary with the RLRQ as User Data , and enter the RELEASE COLLISION state.;

if in the NULL state, and this CF has previously issued an ABRT APDU and is awaiting disconnection by the peer, then take no action and remain in the NULL state;

if none of the conditions a) to c) is satisfied, then take error handling action as described in 4.3.3.6.6.2.4.

If the received APDU is RLRE, the CF shall([215]):

ifwith the Reason field in the RLRE has the value set to “not-finished”, and the CF is in the RELEASE PENDING state, then invoke a P-RELEASE Confirmation primitive at the ACSE lower service boundary, with the result parameter set to “negative”, and the RLRE as User Data; remain in the RELEASE PENDING state.

if If the received APDU is RLRE, with the Reason field in the RLRE has the value set to “normal”, and the CF is in the RELEASE PENDING or RELEASE COLLISION state, then invoke a P-RELEASE Confirmation primitive at the ACSE lower service boundary, with the result parameter set to “affirmative”, and the RLRE as User Data; remain in the same state.

if the CF is in the NULL state, and this CF has previously issued an ABRT APDU and is awaiting disconnection by the peer, then take no action and remain in the NULL state.

if none of the conditions a) to c) is satisfied, then take error handling action as described in 4.3.3.6.6.2.4.

If the received APDU is ABRT, the CF shall([216]):then 

if the CF is in state DATA TRANSFER, or RELEASE PENDING, or RELEASE COLLISION, then invoke a P-U-ABORT Indication primitive at the ACSE lower service boundary, with the ABRT as User Data, and issue a P-U-ABORT request with no parameters to the underlying service; remain in the same state.

if the CF is in the NULL state, then take no action unless this CF has previously issued an ABRT APDU and is awaiting disconnection by the peer, in which case issue a P-U-ABORT request to the underlying service; remain in the same state

if neither of the conditions a) and b) is satisfied, then take error handling action as described in 4.3.3.6.6.2.4.

Otherwise, if the received APDU is not RLRQ, RLRE or ABRT, an error has occurred; issue a P-U-ABORT request to the supporting service and behave as if a P-U-ABORT indication had been received.

ATN-App APDU Received

If the destination ASE is ATN-App ASE, then the CF shall([217]):

and if the CF is in the DATA TRANSFER state, or the CF is in the RELEASE PENDING state and is the Release Initiator CF, then issue a D-DATA Indication primitive to the DS-User, with the received presentation data value APDU as the user data parameter;, and remain in the same state.

if the CF is in the NULL state, and this CF has previously issued an ABRT APDU and is awaiting disconnection by the peer, then take no action and remain in the same state.

if neither of the conditions a) and b) is satisfied, then take error handling action as described in 4.3.3.6.6.2.4.

Error conditions

If Otherwise, if the destination ASE is invalid (i.e. neither ACSE nor the ATN-App ASE), or an unrecognised APDU is received, or a valid APDU is received when the CF is not in the correct state (as defined in 4.3.3.6.6.2 and 4.3.3.6.6.3), then the CF shall([218]):then an error has occurred;

if not in the NULL state then issue a P-U-ABORT request with no parameters to the supporting service; and 

regardless of CF state behave as if a P-U-ABORT indication had been received.
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